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1. INTRODUCTION 

 

The Internet of Things (IoT) has been first defined as a system of interconnected devices 

(Farooq, 2015). IoT named devices with smart interferences and identities that connect and 

communicate to add value to their environment and users (Yaqoob et al., 2017). The scope of IoT 

applications is wide in different areas like smart homes, smart cars, smart buildings, smart 

manufacturing, environment monitoring, health care systems, energy management, and many 

more. The IoT and IIoT are similar terms however, the application of IoT in industrial and 

manufacturing segments is known as the Industrial Internet of Things (IIoT). The IIoT has 

revolutionized factory and industrial segmentations through its excellence which is the outcome 

of automation. Far greater efficiency, accuracy, scalability, money-saving, time-saving, predictive 

maintenance, and many other values are instances of IoT benefits (Zhou, 2017). This emerging 

phenomenon (IoT) has its concerns for adaptation too. According to Gartner forecast, information 

security is a top concern among enterprises adopting IoT (Gartner, 2016). Security concerns are 

the main barrier in adoption due to fear of control on sensitive machinery and controlling systems 

in industries. Financial loss and confidential data leakage, death, and injuries are the impacts of 

security threats and cyber-attacks in IoT. Studying IoT security threats in a different application 

specifically in industrial segmentation is an ongoing research area in academic and industrial 

surveys. Along with security threats, there are other factors equally important to be considered 

and have a major impact on the adoption of IoT. As per the UTAUT by Viswanath Venkatesh, 

four factors playing a significant role in the adoption of technologies, and these factors are 

Performance Expectancy (PE), Effort Expectancy (EE), Facilitating Conditions (FC), and Social 

Influence. This research will explore if Security Awareness (SA) impacts the adoption of IoT or 
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PE, EE and FC also play a role in the decision of IoT adoption in manufacturing companies in and 

around Mumbai. The study will also explore the impact of the size of the company on these 

factors.  

 

2. RESEARCH MOTIVATION 

 

The research pieces of literature on IoT indicate that several unresolved issues hinder the 

adoption of IoT. Several authors indicated that the privacy of sensitive data collected by IoT 

devices is an issue (Eleanor, 2015). Data collected over RFID raises data integrity issues (Hahn & 

Govindarasu, 2011). Data travel on wireless mode raises several security concerns which is 

pointed out by different authors. (Brumfitt et al., 2014). Further, many researchers and authors 

emphasised on resolving security issues which is hinderance in adoption of IoT (Atzoria, 2010). 

There are many articles that give attention to resolving security issues which are confining the 

adoption of IoT.  

The researchers have also explored other factors which influence users intention to adopt 

technology. What is not well known is the influence of security issues and other drivers of 

consumer acceptance of the IoT technologies (Gao, 2014). The UTAUT model consists of six 

main constructs, namely Performance Expectancy, Effort Expectancy, Social Effort Expectancy, 

Social Influence, Facilitating Conditions, behavioural intention to use the system, and usage 

behaviour. The UTAUT model contains four essential determining components and four 

moderators. According to the model, the four determining components of BI and usage behaviour 

are Performance Expectancy, Effort Expectancy, Social Influence, and Facilitating Condition 
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(Venkatesh et al., 2003). Gender, age, experience, and willingness to use are the moderators that 

affect the usage of technology (Chao, 2019). 

As researchers have given different reasons for hindrance in the adoption of IoT in different 

pieces of literatures while there is a need of consolidated study which explores all reasons 

together and bring right information to the table. Therefore, the problem this study addresses is 

identifying the reasons influencing consumers intention to adopt IoT in the manufacturing 

industry in and around Mumbai. The study analyses, Security Awareness, Performance 

Expectancy, Effort Expectancy, and Facilitating Conditions.  Further, the study will explore if size 

of the organisation moderates the relationship between dependent and independent variables. The 

resulting report will help IoT vendors, service providers, and business managers increase IoT 

adoption. 

 

3. REVIEW OF LITERATURE 

List of some of the important literature reviewed for this study along with their link to the 

study is mention in the table as follows: 
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Title Type 
Author/ 

Year 
Gist  Linkage to research  

User acceptance 

of information 

technology: A 

unified view 

ProQuest 

Dissertations and 

Theses;  

Research 

Paper 

Venkatesh, 

Viswanath 

1998 

This dissertation 

addresses issues 

related to user 

acceptance of 

technology. 

 

The conclusion of this 

study that TAM is a 

best model for user 

acceptance is adopted 

in this research. 

The impact of 

security 

awareness on 

adopting internet 

of things 

ProQuest 

Dissertations and 

Theses 

Thesis Allen A. 

Harper 

2016 

The research is 

based on finding 

the reason if 

security awareness 

in U.S. consumers 

has an impact on 

users’ intention in 

adoption of IoT. 

Extended UTAUT 

model is used. 

This research has also 

use UTAUT model to 

study the barriers in 

adoption of IoT in 

Large, Medium and 

Small Enterprises in 

India. 

Understanding 

and Overcoming 

Barriers to 

Technology 

Adoption Among 

India’s Micro, 

Small and 

Medium 

Enterprises 

White 

Paper 

Intuit 

Technology 

Services 

Private 

Limited 

In India, medium-

sized and large 

businesses are 

adopting 

technology in 

major ways 

however small 

business in India is 

simply not realising 

the full potential 

technology can 

bring as a game-

changer to the old 

ways of doing 

things in their 

businesses.  

The target population 

of research is Large, 

Medium and Small 

Enterprises in India 

hence this white paper 

provided theoretical 

reasons of low 

acceptance of 

technology adoption 

in small scale 

industries. 
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Title Type 
Author/ 

Year  
Gist  Linkage to research  

Research 

Directions for the 

Internet of Things 

IEEE Internet of 

Things Journal,  

White 

Paper 

John A. 

Stankovic,  

2014 

Eight key research 

topics on IoT are 

enumerated and 

research problems 

within these topics 

are discussed. 

This paper helped 

during initiation of 

research and 

identifying the topic. 

User Acceptance 

of Computer 

Technology 

Chapter 

of book 

Davis, Fred,  

1989 

The research 

explores people 

acceptance from 

the major of their 

intentions and 

ability to explain 

their intention in 

terms of their 

attitude, subjective 

norms, perceived 

usefulness, 

perceived ease of 

use, and related 

variables. 

This research paper 

provides an 

understanding of 

users’ intention to 

adopt computers 

which is similar to this 

study to understand 

users intention to 

adopt IoT 

IoT Safety, 

Privacy, Security 

and Ethics 

White 

Paper 

A F Atlam, 

GB Wills 

2019 

The challenges in 

IoT safety, Privacy 

and Ethics.  

Security awareness is 

a main construct so 

it’s important to 

understand security 

related challenges. 

Cyber Security 

Challenges in 

Healthcare IoT 

Devices.  

  Arampatzis, 

A 

2019 

The cybersecurity 

impact on 

healthcare industry 

where IoT is used 

intensively 

Understanding of 

security challenges is 

one of the main 

constructs of this 

study 
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Title Type Author/ Year  Gist  Linkage to research  

Top 10 Reasons 

People Aren’t 

Embracing the 

IoT.  

White 

Paper 

Buntz, B. 

2016 

Identify the reason 

for slow adoption 

of IoT 

The purpose of this 

research is to identify 

reasons for hinderance 

in IoT adoption.  

Malvertising: 

What You Need 

to Know to 

Prevent It.  

Web 

Document 

Clean.IO 

2020 

Understand 

Malvertising 

attacks and its 

related threats 

Its related to security 

awareness construct of 

this study 

Increase in 

Ransomware 

Attacks in Q3 

2020.  

Web 

Document 

Das, S. 

2020 

What is 

ransomware attack 

and how it can 

impact IoT 

landscape 

Its related to security 

awareness construct of 

this study 

5 challenges still 

facing the 

Internet of 

Things.  

Web 

Document 

D'mello, A. 

2020 

Security, ethical, 

governance, 

monitoring and 

policy related 

challenges with IoT 

environment 

The factor explained 

are related to 

facilitating conditions 

that is one of the 

constructs in the 

study. 

The literature 

review of 

technology 

adoption models 

and theories for 

the novelty 

technology.  

White 

Paper 

Lai, P. The paper 

describes different 

model of 

technology 

adoptions used by 

researchers along 

with its advantages 

and disadvantages 

This paper gave 

important knowledge 

to design model of the 

study 
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Title Type 
Author/ 

Year 

Gist of Points 

gained  
Linkage to research  

Internet of Things 

security: A survey. 

Journal of 

Network and 

Computer 

Applications. 

White 

Paper 

Fadele 

Ayotunde 

Alaba, M. 

I. 

2017 

Understand 

security risks for 

IoT along with 

mitigation plans 

Its related to security 

awareness construct of 

this study 

Security and 

Privacy 

Considerations for 

IoT Application 

on Smart Grids: 

Survey and 

Research 

Challenges.  

White 

Paper 

Fisnik 

Delipi 

2016 

How loss of data 

privacy can 

impact adoption 

of IoT 

Its helped to understand 

the data privacy impact 

on adoption of IoT 

The IoT and Next-

Generation 

Monitoring 

Challenges.  

White 

Paper 

Flower, Z. 

2016 

Monitoring IoT 

connected devices 

is another 

challenge which 

restrict security 

solutions. 

It is related to security 

construct and 

facilitating conditions. 

How to Interpret 

P-values and 

Coefficients in 

Regression 

Analysis. 

Retrieved  

Web 

Document 

Frost J 

2019 

Understand 

regression test and 

correlations 

This paper provided 

knowledge to design 

data analysis and 

methodology. 

IoT Governance, 

Privacy and 

Security Issues, 

European research 

cluster on internet 

of things 

Research 

Paper 

Gianmarco 

Baldini 

2015 

This research 

paper was written 

after a conference 

on IoT security by 

IERC. Paper 

describes the 

security; data 

protection and 

privacy are at core 

if IoT to be 

adopted 

successfully. 

IoT related security 

awareness is one of the 

constructs hence 

information of this 

paper is very useful. 
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Title Type 
Author/ 

Year  
Gist  Linkage to research  

A Simplified 

Approach to 

Thesis and 

Dissertation  

Book Galero-

Tejero 

2011 

Guidelines to write 

an effective thesis 

This book gave insight 

on writing professional 

thesis 

Ethical Design 

in the Internet of 

Things. Springer 

White 

Paper 

Gianmarco 

Baldini 

2018 

Explained the 

importance of 

ethical component 

while designing IoT 

solutions 

Related to acceptance 

of IoT 

What is a 

Variance 

Inflation Factor?  

Web 

Document 

Glen, S 

2015 

Understanding 

different statistical 

facts for research 

data analysis 

Related to data analysis 

of this study 

Cronbach’s 

Alpha: Simple 

Definition, Use 

and 

Interpretation.  

Web 

Document 

Glen., S 

2021 

Understand 

Cronbach's test  

Used for data analysis 

in this study. 

Internet of 

Things 

Architecture: 

Recent 

Advances, 

Taxonomy, 

Requirements, 

and Open 

Challenges. 

IEEE Wireless 

Communications 

White 

Paper 

I. Yaqoob 

2017 

Description of 

different layers of 

architecture of IoT. 

The security threats 

at each layer and 

security solutions 

Different security 

threats awareness 

among users which is 

causing hindrance in 

the adoption of IoT 
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Title Type 
Author/ 

Year 
Gist  

Linkage to 

research  

Likert scales and 

data analyses. 

ResearchGate 

White 

Paper 

I.E. Allen 

and C.A. 

Seaman. 

2017 

Description of Likert 

scale, its advantages 

and short falls.  

Data gathering and 

analysis for this 

study 

Belief, Attitude, 

Intention and 

Behaviour: An 

Introduction to 

Theory and 

Research.  

Thesis Icek Ajzen 

1975 

The study describes 

users’ attitude, 

intention and 

behaviour which 

plays significant role 

in adoption of 

anything 

It is one of the main 

components 

adopted in UTAUT 

which is base of our 

study 

A unified 

perspective on the 

factors influencing 

consumer 

acceptance of 

internet of things 

technology. Asia 

Pacific Journal of 

Marketing and 

Logistics , 211-

231. 

White 

Paper 

Lingling 

Gao 

2014 

This research paper 

describes the factors 

which influences 

users for the 

adoption of IoT 

Technology 

adoption model 

MSME. What is 

MSME.  

Web 

Document 

2020 Description of 

MSME organisation 

by government of 

India 

Segregate 

organisations into 

large, medium and 

small size for 

analysis 

Factor influencing 

information 

communication 

technology 

acceptance and use 

in small and 

medium 

enterprises in 

Kenya. Pro Quest. 

Thesis Nyandoro, 

C. K 

2016 

The study reveals 

the factors which 

influence adoption 

of ICT in Kenya. 

The study adopted 

UTAUT model and 

concluded 

facilitating condition 

plays a significant 

role. 

The research is on 

same guidelines 

and adopting some 

of the constructs 

used in this thesis. 
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Title Type 
Author/ 

Year  

Gist of Points 

gained  
Linkage to research  

User Acceptance of 

Information Technology: 

Toward a Unified View. 

MIS Quarterly 

Thesis Viswanath 

Venkatesh 

2003 

The research 

explains UTAUT in 

detail. It explores 8 

technology 

acceptance model 

developed by 

previous researchers 

and explains the 

advantages and 

limitations of these 

models. 

The UATUT is the 

base of the study 

which is adopted 

from this research. 

Comparison of 

Quantitative and 

Qualitative Research 

Traditions: 

epistemological, 

theoretical, and 

methodological 

differences. European 

Journal of Research 

Development and Policy  

White 

Paper 

Yilmaz, K. 

2013 

Paper explains the 

research areas where 

quantitative and 

qualitative research 

methods are 

applicable.  

The paper provided 

knowledge to build 

research design. 

Analysing the Use of 

UTAUT Model in 

Explaining an Online 

Behaviour: Internet 

Banking Adoption, 

Department of Marketing 

and Branding, Brunel 

University 

Thesis Kholoud 

Ibrahim 

Al-Qeisi 

2009 

The research 

explains the viability 

of UATUT model 

and describes its 

advantages over rest 

of the available 

models. 

This research is one 

of the bases to adopt 

UATUT 
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4. RESEARCH GAP   

 

The purpose of this non-experimental correlation study is to measure the correlation, if any, of 

Security Awareness, Performance Expectancy, Effort Expectancy, and Facilitating Conditions, on 

the consumer intention to adopt the IoT along with checking if organisation size moderates 

relationship between these independent variable and dependent variable. An understanding of this 

relationship is increasingly important as it will reveal the real causes of the slow adoption of IoT 

which will help IoT vendors and service provides to focus on the right area to improve its 

adoption. If Security Awareness is the real concern, then the industry needs a more secured 

solution. However, if other factors like Performance Expectancy, Effort Expectancy, Facilitating 

Condition are hurdles, then a solution must come to overcome these issues. On the other hand, if 

the size of the company impacts the Adoption of IoT, the solutions are required to cater to the 

need of specific size of the manufacturing companies. 

The IoT is still an emerging technology and if this study is not performed, a gap would persist 

in the body of knowledge to know actual reasons which are hindering the adoption of IoT in 

manufacturing companies. This gap may lead to delay in benefits realization of the IoT. However, 

by identifying the concrete factors driving adoption of the IoT, changes will be made sooner to 

increase the adoption rate.  
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5. RESEARCH OBJECTIVES 

 

The research objective of this study is to develop and validate an extended technology 

adoption model for the IoT. There are two types of research questions that support the research 

objective. The primary research question addresses the research topic, the impact of Security 

Awareness on the Adoption of the IoT. The secondary research questions attempt to identify the 

other factors in addition to Security Awareness that affects the adoption. The primary and 

secondary research questions are as follow: 

 

Primary Research Question 

❖ To what extent, if any, does a consumer’s security awareness influence intention to 

adopt the IoT?  

➢ Does size of the organisation moderates relationship between security 

awareness and intention to adopt IoT? 

 

Secondary Research Questions 

The secondary research questions for this topic address the other constructs of the UTAUT 

(Venkatesh & Thong, 2012) that are Performance Expectancy, Effort Expectancy, and 

Facilitating Conditions. 

 

❖ To what extent, if any, does Performance Expectancy influence consumers’ intention to 

adopt the IoT?  
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➢ Does size of the organisation moderates relationship between performance 

expectancy and intention to adopt IoT? 

 

❖ To what extent, if any, does Effort Expectancy influence consumer intention to adopt the 

IoT?  

➢ Does size of the organisation moderates relationship between effort expectancy 

and intention to adopt IoT? 

 

❖ To what extent, if any, does Facilitating Conditions influence consumers’ intention to 

adopt IoT?  

➢ Does size of the organisation moderates relationship between facilitating 

conditions and intention to adopt IoT? 

 

6. RESEARCH HYPOTHESES 

Based on objective and research questions, following hypothesis were tested: 

H1.0: Security Awareness influences consumer intention to adopt the IoT in manufacturing 

companies in and around Mumbai 

H1.1: The Organisation Size moderates the relationship between Security Awareness and 

consumer intention to adopt the IoT in manufacturing companies in and around Mumbai 

 



15 

 

H2.0: Performance Expectancy influences consumer intention to adopt the IoT in 

manufacturing companies in and around Mumbai. 

H2.1: The Organisation Size moderates the relationship between Performance Expectancy and 

consumer intention to adopt the IoT in manufacturing companies in and around Mumbai. 

 

H3.0: Effort Expectancy influences consumer intention to adopt the IoT in manufacturing 

companies in and around Mumbai. 

H3.1: The Organisation Size moderates the relationship between Effort Expectancy and 

consumer intention to adopt the IoT in manufacturing companies in and around Mumbai. 

 

H4.0: Facilitating Conditions influence consumer intention to adopt the IoT in manufacturing 

companies in and around Mumbai. 

H4.1: The Organisation Size moderates the relationship between Facilitating Conditions and 

consumer intention to adopt the IoT in manufacturing companies in and around Mumbai. 

 

7. SCOPE OF RESEARCH 

 

Since the IoT is becoming a reality and there remain significant security issues that pose a risk 

to adoption (Roman et al., 2011). Hence, it’s important to understand the real issues which are 

impacting the adoption of IoT in the manufacturing industry. The security threat awareness 
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construct will be evaluated along with UTAUT constructs- Performance Expectancy, Effort 

Expectancy, Facilitating Conditions to bring to the table the real facts which are hampering the 

adoption of IoT in the manufacturing industry.  

The new model having security awareness as a construct with constructs given in the UTAUT 

model will be leveraged by others and used to better understand the problem/s in the adoption of 

IoT. This study will help service provides of IoT to understand the reasons for the slow adoption 

of IoT and give solutions to overcome those issues. 

The model which will be developed using UTAUT constructs along with the construct of 

Security Awareness will be useful for understanding other areas of technology adoption. The 

same model can be applied to non-manufacturing industries to understand their area of problems 

in the adoption of IoT and bring the right solutions for them.  

This study is limited to manufacturing industries in and around Mumbai however, the same 

model can be applied to other states and cities to understand the actual obstacles in the adoption of 

IoT. 

 

Framework of Study 

 

The following framework describes how four independent variables Security Awareness, 

Performance Expectancy, Effort Expectancy, and Facilitating Conditions will be used to check 

their relationship with dependent variable adoption of IoT. The size of the organization will be 

used as a moderator to check its impact on the dependent variable. 
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Figure: Framework of Study 

 

Target Group 

The target group of the research is owners and senior management who are running large, 

small, and medium sized manufacturing enterprises in and around Mumbai. The source of contact 

details is the Ministry of Micro Small and Medium Enterprises office in Delhi.  

 

Criteria for Large, Small and Medium Organisation 

 

As per the Central Government of India notice on 1st June 2020, the criteria for micro, small 

and medium size industries are as follows (MSME, 2020): 
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❖ A micro enterprise, where the investment in plant and machinery or equipment does 

not exceed one crore rupees and turnover does not exceed five crore rupees.  

❖ A small enterprise, where the investment in Plant and Machinery or Equipment does 

not exceed ten crore rupees and turnover does not exceed fifty crore rupees.  

❖ A medium enterprise, where the investment in Plant and Machinery or Equipment does 

not exceed fifty crore rupees and turnover does not exceed two hundred and fifty crore 

rupees. 

The investment in plants and machinery exceeds fifty crores will be treated as a large scale 

industry.  

 

Sample Size 

The sample size was determined using the Slovin’s formula (Tejero, 2011).  

n = N / (1 + Ne^2) 

Where: 

n = Number of samples, 

N = Total population and 

e = Error tolerance (level). 

The number of manufacturing companies registered in Mumbai as per Ministry of Corporate 

Affairs are 60,000 approximately. As per Slovin’s guidelines, 400 is the appropriate size of 

samples for such population size. 

https://www.statisticshowto.com/tolerance-level-statistics/
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Seven hundred manufacturing companies are identified to collect samples. The contact details 

of owners, senior management, and information technology head were collected through 

different internet sites and social media sites. Out of 700, approximately 600 people were 

contacted through phone and face to face interview to answer the survey question. The 

response was received from 500 users approximately. The records with incomplete information 

were removed and 423 records were validated for analysis as shown in the table. 

Sample Size 

Industry Type Small Medium Large 

Grand 

Total 

Clothing and Textiles  11 10 6 27 

Electronics, Computers and 

Telecommunication 1 1 1 3 

Food 58 24 28 110 

Leather and Products 1   3 4 

Machinery & Equipment 17 55 20 92 

Metals & Chemicals 22 90 30 142 

Paper & Paper products 4 7 7 18 

Petroleum, Oil and Gas 2 2   4 

Plastic, Rubber 1     1 

Power     2 2 

Woods and Products 13 5 2 20 

Grand Total 130 194 99 423 
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Data Collection 

 

The primary data is collected through statements designed in schedule that were asked to the 

respondents through face to face interview or phone. Five-point Likert scales is used for collection 

of data in pilot as well as the main study. Research confirms that data from Likert items (and 

those with similar rating scales) becomes significantly less accurate when the number of scale 

points drops below five or above seven (Johns, 2010). The responses were collected based on five 

options: ‘Strongly agree, Agree, Neutral, Disagree and Strongly disagree’. The secondary data 

that is organisation financial status and number of employees are collected through the Ministry 

of MSME, third party and through websites. The secondary data is also verified during interviews 

where participants were ready to share information.  

8. RESEARCH METHODOLOGY 

The research method chosen for this study is a quantitative, non-experimental, correlational 

study using regression as the form of data analysis. There are two types of studies recommended 

by researchers – quantitative and qualitative. The quantitative method for this study is most 

suitable as data received from the survey will be converted into numbers for analysis. Quantitative 

research, in contrast to qualitative research, deals with data that are numerical or that can be 

converted into numbers (Sheard, 2010). Due to the nature of the research questions, a quantitative 

study is used to show the relationship between different constructs.  

Data is be collected through a survey. A survey is a common form of instrument used in non-

experimental studies, whereby the constructs are explored through close-ended questions. A 
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correlational study was selected to determine the relationship between dependent and independent 

variables.  

Subsequently, A quantitative non-experimental correlational study will be designed, and 

multiple regression will be used for data analyses as follows: 

❖ Reliability test of the independent variables using Cronbach's alpha. 

❖ Multicollinearity test for each independent variable through Variance Inflation Factor 

(VIF). 

❖ Remove outliers from data with Interquartile Range (IQR). 

❖ Correlation of independent and dependent variables. 

❖ Multiple regression test of all independent variables with the dependent variable. 

❖ Build interaction variable from each size of the organisation and independent variable. 

❖ Multiple regression test for interaction variables and dependent variable. 

 

9. RESEARCH DATA ANALYSIS 

 

The test results and its analysis are explained as follows: 
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Figure 9-1: Research Model Independent and Dependent Variable 

 

 

Figure 9-2: Research Model with Interaction variable 
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H1.0: The test results show p value of 0 which concludes Security Awareness is statistically 

significant. The correlation value of .538 shows positive correlation and proves security 

awareness influence on the adoption of IoT. Further regression test shows standardised beta value 

of .220 and unstandardised bite value of .392 and prove the influence but it’s not very high.  

H1.1:  Further analysis table proves that small, medium and large size organisations moderate 

the relationship as p value for all variables is 0. The influence of small and medium size 

organisations is higher as compare to large size organisation as standardised coefficient values for 

interaction variable with small and medium size organisation is higher than interaction variable 

build with large size organisation. 

    

H2.0: Like above hypothesis the relationship between performance expectance and intention to 

use IoT is tested through correlation and value of .581 proves positive correlation. The regression 

test shows standardised beta value of .287 and unstandardized beta value of .387 which shows 

influence of performance expectancy. 

H2.1:  To check if organisation size moderates relationship, the correlation results explain 

significance of each interaction variables on intention to use IoT as p value is 0 for each variable. 

The standardised values for each interaction variable are also high that infer the strong 

relationship between variables. 

H3.0:  The correlation result proves relationship between Effort expectancy and intention to use 

IoT and value is .625. The p value is 0 in above in regression test that explains statistically 

significance of the model and standardised coefficient value of .305 and unstandardised value of 

.220 infer the moderate level of influence of efforts expectancy on Intention to use IoT. 
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H3.1:  Further, regression test with interaction variables to check influence of size of the 

organisation, proves all size of organisations moderates the relationship between Effort 

Expectancy and Intention to use IoT. 

H4.0:  The correlation value of .585 between facilitating conditions and intention to adopt IoT 

proves positive correlations. In regression test, the standardised value of .372 and unstandardised 

value of .205 influence of facilitating condition of intention to adopt IoT.  

H4.1:  In regression test to find if organisation size influence relationship between facilitating 

conditions and intention to adopt IoT, the standardised value of .610 and unstandardised value of 

.262 proves this influence.  

10. FINDINGS AND CONCLUSIONS 

The findings from the result of the study and literature analysis give the following conclusion 

Security Awareness 

The literature studies gave two views on the consumer security awareness. The first view 

explains that users are aware of the security threats which is depleting the adoption of 

technologies. The second view decipher that users take security as granted. Some of the literature 

stated that users often trade privacy and security for convenience. The results of the study explain 

the difference in opinions found from the second view and support first view. The correlation and 

regression test between security awareness and adoption of IoT confirms it. Further, analysis 

revealed that large, medium, and small size organisations are concerned with security related 

threats. The medium and small size organisations are more concerned as compare to large size 

organisations. The reason could be large size organisations have budget and expertise to build 

security provisions that reduces the fear of security threats. Even though cyber security spending 
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is growing year-on-year with almost 9 per cent growth in 2019, IT security budgets for small and 

medium businesses and enterprises have gone down and are below the average spend.  

Performance Expectancy 

For performance expectancy, there are two schools of thoughts, most of the literature explains 

that performance expectancy improves with adoption of new technologies. Such literatures 

demonstrate that performance expectancy is most influential construct in user intention to adopt 

IoT.  However, there are literatures that contradict this through. The reason for not selecting 

performance expectancy by industry could be due to the availability of automation and high-end 

machines that could deliver high performance without IoT involvement. The other school of 

thought says that by improving the manufacturing processes, the improved performance can be 

achieved. Lean Manufacturing adopted by Toyota has improved performance significantly. Lean 

manufacturing methodology offers increasing quality, reducing costs, shortening lead-times are 

many benefits which improve the overall efficiency of companies.  

The results of this study support first School of thought. The correlation results prove 

relationship between performance expectancy and intention to adopt IoT. The next phase of study 

to check which size of organisation moderate relationship between two variables explains all sizes 

of the organisations influence relationship between performance expectancy and intention to 

adopt IoT. hence, study concludes performance expectancy plays significant role in consumer 

intention to adopt IoT. 

Effort Expectancy 

Similarly, the literature on effort expectancy supports influence on adoption of IoT as well as 

give contradicting statements. The IoT landscape is highly interactive, ubiquitous, and self-
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sufficient using smart technology which results in no human interaction. The consumers do not 

need to put in efforts to use IoT. Therefore, the requirement of learning and attaining knowledge 

is not there. Smart car is one of the examples to support it. The consumers do not need to get 

skills to drive a smart car and they still can enjoy the services. As IoT is providing benefits 

without demanding efforts from consumers that can reduce the significance of effort expectancy.  

Contrarily, other thought concludes high significance of this construct. The finding form 

literatures are demonstrating that effort expectancy (i.e. consumers perceive it an “ease of use”) is 

most important determinant that has a direct and strong influence  on  consumers‟  behavioural  

intention  to  adopt  technologies.  

The results of this study concludes that effort expectancy has relationship with intention to 

adopt IoT. Hence, study supports second view of literature that effort expectancy plays significant 

role to influence consumer intention to adopt IoT. Further analysis explained that large, medium 

as well as small size organisations moderates relationship between effort expectancy and intention 

to use IoT which concludes construct significance in all size of the organisations. 

 

Facilitating Conditions 

As per literatures facilitating conditions are very important aspect to influence consumer 

intention to adopt IoT. Almost all research papers and studies revealed that it’s one of the most 

important constructs in adoption of technologies.  

Data analysis of this study also provide same findings. There is a relationship between 

facilitating condition and consumer intention to adopt IoT.  Further analysis revealed all size of 

the organisations influence the relationship between facilitating conditions and consumer 
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intention to adopt IoT. The medium and small size organisations have very strong influence while 

large size organisation influence moderately. As large size organisations have resources due to 

higher budget that could be a reason for lower influence in comparison to medium and small size 

organisations. 

11. RESEARCH CONTRIBUTION 

 

This study has been performed to explore the reasons which impact the adoption of IoT in 

manufacturing organizations. Some authors explained security awareness is the main concern for 

the adoption of IoT. Some of the authors have explored other factors too. This study is a 

combination of three factors which are taken from the Unified Theory of Acceptance and Use of 

Technology (UTAUT) by Viswanath Venkatesh along with Security Awareness and Organization 

Size. The five factors studied are Performance Expectancy, Effort Expectancy, Facilitating 

Conditions, Security Awareness and Organization Size which is unique in the nature and would 

be useful for IoT service providers and manufacturing industry to improve productivity and 

reduce cost of the production particularly in small scale sector.  

Contribution for IoT Service Providers 

With this study, the IoT service providers can understand the area where they need to focus on 

to improve the adoption of IoT. and enhance profitability by increasing sale. 

Contribution for Manufacturing Organisations 

While service providers will show IoT benefits to the organisations, the adoption od IoT will 

enhance productivity and reduce cost of the operations and manufacturing. 

Contribution for Researchers 
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The researchers can take advance from this research for future studies as follows: 

 The study is performed on manufacturing companies in Mumbai and nearby areas. The same 

study can be extended to other geography using location as an independent variable to check the 

impact on changing the location. The same study will be applicable for other industries too to take 

benefit from.  

As this study explained that security awareness is not impacting the adoption of IoT which is 

contradicting to different authors who concluded that security awareness has an impact on the 

adoption of IoT. Hence, the security awareness independent variable can be further explored by 

adding more parameters like security fatigue to better understand the paradox between security 

awareness and IoT adoption. 

 

12. LIMITATIONS OF THE RESEARCH 

Following are the limitations identified of this research: 

 

❖ It is understood that the researcher does not have wide experience performing 

quantitative studies. Though, research guidelines are followed, design and statistical 

analysis principles are adhered to perform a valid study. Further, assistance from 

research guides, university research committee, other researchers, and experts of the 

field is taken to validate the study. 

❖ This study is conducted on manufacturing companies in and around Mumbai. Mumbai 

is a developed city where IoT and security service vendors are available. A similar 

study conducted in the non-metro cities might give different results.  
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❖ The factors considered for this study are very important that are adopted by many 

researchers for the adoption of technologies. However, some of the researchers have 

explored additional factors like security fatigue which is not evaluated in this study. 

The NIST (National Institute for Standards and Technology) defines security fatigue as 

a weariness or reluctance to deal with computer security (Kassner, 2020).  

❖ The impact of competitors on the adoption of IoT is also not explored in this study.  

 

13. SCOPE FOR FUTURE WORK 

 

❖ First, the study should be repeated after some time as IoT awareness is increasing and 

users will be more aware of security risks associated with IoT. Specifically, media, 

newspapers, and magazines may increase focus on security issues and change the 

viewpoint of users over time.  

❖ The study is performed on manufacturing companies in Mumbai and nearby areas. The 

same study can be extended to other geography using location as an independent 

variable to check the impact on changing the location. The same study will be 

applicable for other industries too to take benefit from.  

❖ As this study explained that security awareness is not impacting the adoption of IoT 

which is contradicting to different authors who concluded that security awareness has 

an impact on the adoption of IoT. Hence, the security awareness independent variable 

can be further explored by adding more parameters like security fatigue to better 

understand the paradox between security awareness and IoT adoption. 
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